
 

 

 

  

 

   

 

  



 

   

 

 

 

  

 

 

   

    

 

 

   

  

 

  

 

  

 

 

 

 

  

 

 

 

 

 

Senator Hester affirmed those comments as she joined the meeting. Mr. Khona commented that 

it made sense to give MEMA a specific cybersecurity mission. Given the convergence of IT and 

OT, there is a risk of physical disruption akin to other types of disasters that MEMA is asked to 

manage. 

With respect to SB 231, Mr. Venkatraman observed that cyber-related behaviors were a rising 

public health issue and that raising awareness about safe Internet, social media, and technology 

usage among students, teachers, and other public school employees was important. A collateral 

benefit is that the training might also raise awareness of cybersecurity as a career and indirectly 

support other talent pipeline building efforts. 

Dr. Joshi strongly commended the bill. As both a professor of computer science and a parent, he 

is very aware of the problems and the need for training. He would be happy to testify in support 

of the bill as a concerned parent. 

Beyond the bills that were responsive to Council recommendations, Senator Hester briefly 

summarized two other bills that she wanted the subcommittee to be aware of: 

•  SB 66/HB 97 (Department of Housing and Community Development - Office of Digital 

Inclusion - Established (Digital Connectivity Act of 2021) 

•  SB 412/HB 84 (Right to Repair) 

Senator Hester then turned to the core agenda item, which was the cyber workforce development 

bill. A draft of the bill was not available, but Mr. Venkatraman had distributed a draft outline of 

the billôs key components. The draft bill was expected by the end of the month. In summary, the 

bill would do several things: 

•  It would pre-program $25 million of any future federal workforce development funds for 

cybersecurity workforce development. 

•  It would establish a workforce development grant fund to be constituted from MHEC 

scholarship appropriations that are unspent each fiscal year and would otherwise revert to the 

General Fund. 

•  It would designate the Department of Commerce as the administrator of the grant program. 

•  The grant program would: 

o  Provide scholarships to individuals in training and education programs created or 

identified under by the program. 

o  Seed funding for identification and screening programs for employees with potential 

for upskilling into cyber/IT job roles 

o  Seed funding for apprenticeships at small cybersecurity firms, non-profits, and 

County Governmental Entities (50 employees or less) 

•  The grant recipient would be eligible for up to 20% of the available fund for administration 

and demand-side planning for each of three years. 

•  Eligible to apply would be a cybersecurity industry association in the State. 
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